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Introduction 

The objective of this code is to clarify the
professional standards and corporate values
that promote the integrity of the Commercial
Bank of Kuwait (the Bank), BOD, Executive
Management and Employees.

Standards of business conduct would be fairly
enforced by the Bank. Board members and
employees shall comply with the same.

All CBK employees (permanent or part time,
continuous or temporary, outsourced or daily
wage) or other persons performing services for
the Bank by contracts, agreements or third
party staff are expected to act with
professionalism and must always demonstrate
the highest standards of ethics and professional
behavior.

Compliance with the highest professional
standards is a critical element of your
responsibilities as a CBK employee.  You
should use your judgment and common sense if
something seems unethical or improper to you
or if you become aware of a possible violation
of a law, regulation or CBK policies.

CBK encourages employees to raise concerns
or questions regarding ethics, communication,
discrimination or harassment along with
reporting the same to their direct managers.

Employees of the Bank shall not engage in any
discriminatory or preferential treatment in
dealing with employees based on gender, age,
origin or religion.

As a CBK employee, you are expected to
immediately report any suspected or attempted
fraud/embezzlement/forgery or other suspected
criminal activity or wrongdoing by an
employee or other person.

All employees are required to comply with this
code of conduct. Failure to observe the policies
set forth in this code may result in appropriate
disciplinary action, based on the list of
disciplinary actions.
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All existing and new BOD members, Executive
Management and employees shall sign an
acknowledgment & undertaking stating that
they have perused this code and will comply
with the same.

The following sections are covered under this 
code: 

Communication Policy 

Each employee is entitled to receive
information on all matters affecting his/ her
job, and to have an understanding of the
contribution he/she makes to the Bank’s
performance.

Managers have the responsibility of
communicating relevant information to their
subordinates through regular meetings and
discussions. This information will include:
a) Organization changes
b) Division/ Department performance
c) System, policies and procedures changes
d) Change in the Bank’s Headquarter and

Branches related to employees role
e) Appraisal and counseling discussions
f) Job Descriptions

Division/ Department Heads are required to
organize a briefing session with employees to
enable a proper flow of information to all levels
of the organization.

All employees are given access to the Bank’s
HR policies to become aware of the Banks’
rules and regulations and are also requested to
peruse the Corporate Governance policies
available on the Bank’s intranet
mycbk.cbk.com.

Internal and external communication tools such
as Telephones, Fax, E-mail, Intranet, Internet,
postal service and personal delivery of mail,
should be used with business discretion only.

You may not use these tools for inappropriate
or unauthorized purpose or in a manner that
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would violate applicable law, regulations or the 
Bank’s policies and procedures. 

The Email facility is considered a business
communication tool hence users should use it
in a responsible, effective and lawful manner as
stated in the Information Security Policy.

CBK may monitor and record employee’s use
of its equipment, systems and services any
time.

CBK has the authority to intercept or disclose
e-mail communications.

Division/ Department Heads should approve
external communications related to business
expenses in line with the Expenses
Authorization Policy.

Statement to the Media

The Corporate Communications Division is the
official spokesperson of the Bank in co-
ordination with concerned division/
departments. They are authorized to give media
statements after obtaining approval from
Chairman, taking into consideration any
relevant regulatory instructions or required
disclosures.

The Corporate Communications Division is
responsible for coordinating with the
concerned division/ department and answering
all queries from the media.

Division / Department Heads should ensure
that no employee communicates directly with
the Press, Radio, Social Media or Television
and that if the latter is contacted by any of these
organizations they are requested to refer them
to the Corporate Communications Division as
they are authorized to communicate with these
entities.

Banks products/services or other
advertisements - which are to be published in
the media by the Corporate Communications
Division - require  the signature / approval of
the concerned division / department heads and
any other concerned entities.
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Bank’s employees that provide media
statements without prior approval whether it
did not or did cause  harm to the Bank’s
interest/image in public will be counseled and
appropriate disciplinary actions will be taken as
per Bank’s procedures in this regard.

Employees participating in non- Banking
related issues with any type of media would be
expressly on personal grounds and not as the
Bank’s representative unless duly approved by
Division   / Department Heads and GM HR,
noting that the final approval is under the
Chairman of the BOD .

Whistle Blowing Policy 

As per the whistle blowing approved policy,
whistleblower is any employee in the Bank, or
any other person (individual or entity) who
either have a relationship with the Bank or not,
submit a whistle blowing incident/event to the
Bank. They can communicate information they
have to the Bank about any transactions or
behaviors within the Bank that are suspected of
violating/already violate the laws, regulatory
instructions or internal policies, or information
about any other operations performed in the
Bank in a manner that raises certain suspicions
or concerns.

Whistleblower has the right to communicate
his/her concerns regarding any potential
violations, or infringements in the Bank to the
Chairman, and any employee can report a
whistle blowing incident/event to the Chairman
by visiting him in his office or talking to him
over the phone, or through the specified link on
the Bank’s website.

If a whistle blowing report is received by any
employee/official in the Bank, it shall be
referred immediately to the Chairman for
appropriate actions.

The whistle blowing case shall be investigated
independently     & confidentially and to be
followed up  and the whistleblower has the
option to disclose his identity or stay
anonymous.

 .

    
       

         
        

    
        
      
            
           
        

 .

 

 . 

 

 .



 Code of Conduct  Page 7 

The BOD assures not questioning the
whistleblower and taking any negative action /  
penalty against him/her if he/she has submitted
the whistle blowing case in a good faith
regardless if such could not be confirmed and
whether it is subsequently proven to be true or
false.

Reporting  of Suspicious activities and cases of 
Embezzlement, Fraud & Forgery. 

CBK is identifying and monitoring the
suspicious activity with regard to accounts and
transactions that may be related to possible
violations of relevant laws and regulations.
This includes, money laundering and terrorist
financing and report such activities  to the
appropriate authorities if required.

CBK is reporting to Central Bank of Kuwait &
Public Prosecutor’s any embezzlement, fraud
& forgery cases that have already conducted,
suspicious or it was attempted or any other
criminal or illegal acts that may be committed
by employees or other persons.

CBK lists on CI-NET the names of the
employees who have been terminated due to
doing embezzlement, fraud or forgery
transaction. Moreover, names removed only if
the Public Prosecutor's office decides to keep
the investigation or in case a verdict is issued
discharging the employee.

CBK requires all his employees to report
immediately any suspicious activities and
embezzlement, fraud & forgery cases.

Social Media 

Employees may contribute to social media
sites, blogs and other communication methods
expressly on personal grounds and not as a
Bank’s representative. It is advised that all
employees avoid any political/business and
social activities that could adversely affect the
Bank’s reputation. It applies to all employees

/
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(permanent or part time, continuously or 
temporary, outsourced or daily wage) 
associated in any manner with the Bank. 

Employees are legally liable for anything they
write, share or contribute online through social
media platforms  and applications  and smart
phone applications.

No employee shall build an online site or social
media page using the Bank's logo, name or
trademarks for personal benefit, unless duly
approved by Division/ Department Heads and
GM HR.

Employees must maintain confidentiality of the
Bank’s information and respect the privacy
rights of colleagues.

Employees must not write or display
information/images/photos that are defamatory
or offensive or considered to be a breach of the
employee’s own and confidentiality.

All employees are expected to show due
diligence and report any unsuitable online
coverage regarding the Bank or its employees
to their concerned Division/Department Heads
as soon as possible, in order for the Bank to
take appropriate action.

Employees should not contribute on social
media to any negative broadcast or comment on
the Bank’s services or products which can
affect its image/reputation in public.

Any employee found to be in violation of the
guidelines mentioned in this item will be
counseled and appropriate disciplinary actions
will be taken as decided by the
Division/Department Head and GM HRD.

Confidentiality 

All business matters related to the Bank or its
customers are strictly confidential. 

Any  board member or employee of the Bank,
regardless of his/her job level or contractual 
nature may not disclose any information related 
to the Bank, its customers, or other Banks’ 
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affairs as obtained by the concerned employee 
due to his/ her work or job nature during his/her 
work and after leaving the Bank except in the 
cases permissible by law. 

The BOD and Executive Management shall
recognize their responsibility for developing
information security awareness in the Bank in
a way that enhances and keeps banking
confidentiality, and provide/increase awareness
in information security and cyber security as
well as focus efforts to address and manage
its related risks as stated in the
Information Security Policy.

Any information or data related to the Bank or
its clients should not be disclosed except by the
Bank’s authorized person and according to the
laws, regulations and the Bank’s policies.

It is important not to use any information about
the Bank or its clients which may be available
with a Board Member or any of the Bank’s
employees to serve personal interests or the
interests of other related parties.

The BOD and the Executive Management shall
ensure that confidentiality is maintained by the
Bank's service providers, if the latter are
exposed to issues or statements that are deemed
confidential.

All board members and Banks’ employees
shall fully understand all terms and conditions
related to the approved Information Security
Policy and fully comply with it.

Anti-Bribery/Accepting Gifts 

It is prohibited to accept gifts from the Bank’s
clients, whether individuals or corporate.  For
unforeseen circumstances, if a gift is received,
the employee is expected to report it to his
direct manager for further investigation/
negotiation & inform Management as the latter
will decide whether to retain it or return it.
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It is also contrary to the Bank’s policy to offer
gifts or bribes to public or private officials for
the purpose of obtaining or retaining business
or influencing action/outcome. Offering or
giving payments, gifts, entertainment items or
employment opportunities to a government
official or any of his family members also
violates the anti-bribery law.

Appropriate gifts and entertainment items may
be offered to clients by authorized Bank
personnel.

Conflict of Interests 

Conflict of Interests is any case which the
effected member (member of the BOD or
member of the Executive Body in the Bank
who have power and authority to take decisions
or provide recommendations accordingly) or
any other related person, has a financial or
moral interest/dealings with the Bank and
contradicts the requirement of the effected
member position/job as part of integrity and
objectivity.

Each affected member is responsible to avoid
the cases that might lead or result to conflict of
interests with the bank.

Each affected member should not attend/
discuss any items of the  agenda which directly
or indirectly related to him/her or any other
related person during the meeting in which
such items and the related transactions/deals or
contracts are discussed or on which voting or
recommendation are made on the same.

Each affected member should make an
immediate and full disclosure of all cases that
might lead or already led to a conflict of
interests towards the Bank.

Each affected member shall fully understand
all terms and conditions related to the approved
Conflict of Interests’ Policy and fully comply
with it.
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Employees are not allowed to accept an
additional outside employment without the
written approval of the CEO/GM HR.

Related Parties Transaction 

The Bank provides a frame work for the related 
parties’ transactions with the Bank as they may 
have authorities and influence towards the 
Bank hence they may have the chance to get 
exceptional benefits in their transactions with 
the Bank.

Related party is defined in line with the IAS 24 
and the connected parties with inter-related 
interests as per CB instructions. In General, 
related parties include: the Major Shareholder 
in the Bank, External Auditors, Subsidiaries 
Companies, Affiliated Companies and the 
affected members (BOD members & some 
members of the Executive Body).

Related Parties Transactions are defined as any 
transactions whether directly or indirectly 
entered into by the Bank with any related party. 
These include all credit facilities, deposits, 
other banking services and products as well as 
supply or service contracts and trading between 
the Bank and the related parties.

Dealing with related parties should be done at 
arm-length basis and subject to the same terms 
and conditions applied to similar transactions 
with others without any preferential terms plus 
these transactions should be subjected to the 
same level of due diligence as is done for 
similar transactions with others.

Each affected member shall fully understand 
all terms and conditions related to the approved 
related party transactions policy and fully 
comply with it.

Insider Trading 

An insider is defined as any person, in view of
his position, has access to information or data
of material effect on the Bank that is not
available to the public.
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Insider information is defined as information
and data not announced to the public which if
announced would influence the price or trading
of a security.

A person is considered an Insider in the Bank
in the following cases:

Members of the Board of Directors in the
Bank and its subsidiaries.
Members of the executive body in the Bank
and its subsidiaries.
Any other person or entity that has a direct
(specific) agreement or relationship with the
Bank enabling them to access the insider
information. This includes for example:

External Auditors
Rating agencies
Consultants

An Insider shall act with honesty and integrity
and in particular he shall comply with the
following:

a) Maintain the confidentiality of the insider
information of the Bank and its clients of
which he becomes aware by virtue of his
position, profession or any personal
relationship and not use or exploit the data
or information.

b) Refrain from dealing in listed securities
related to which he becomes aware of
insider information by virtue of his position,
profession or any personal relationship. He
shall not disclose such, give advice to a third
party on the basis of insider information, or
transfer or cause of transferring the insider
information directly or indirectly to other
people. He also shall not encourage others to
trade on securities based on that insides
information he is in possession.

c) Prohibited from dealing in securities issued
by the Bank during the restrictions periods.

d) Submit the required disclosures from the
Insider.

Each Insider shall fully understand all terms
and conditions related to the approved Insider
Trading Policy and fully comply with it.
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Physical and Verbal Assault 

Any dispute that may arise among employees
or customers has to be brought to the notice of
the Direct Manager immediately.

Employees should avoid fights/ arguments or
use of threatening or abusive language/gesture
that may cause physical harm to others during
their work.

In the event of any such incident, the Direct
Manager should be informed in addition to
HRD if and when required.

Anti-Money Laundry Compliance & Counter 
Financing Terrorism  

Employees must act diligently to prevent
Bank’s products and services from being used
for money laundering or financing of terrorism
activities and to detect any suspicious
transactions.

Employees should understand the importance
of knowing the customer (KYC).

Employees are required to identify and report
suspicious accounts or transactions which may
be related to possible violation of law,
including money laundering, terrorist financing
or fraud.

All employees accounts are subject to the legal
and regulatory monitoring requirements.

Drugs and Alcohol Consumption 

It is prohibited to use/sell, distribute/possess
drugs, alcohol or other substances within CBK
premises/workplace or while performing work
related duties.

Using controlled substances or selling,
distributing, possessing or using or being under
the influence of illegal drugs is prohibited.

Employees coming to work under the influence
of drugs/alcohol will be requested to leave the
Bank’s premises.
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An investigation will be conducted on the first 
instance  or recurrence and appropriate actions 
will be taken based on the list of disciplinary 
actions.

HRD will fully cooperate with the concerned 
authorities as alcohol and drug consumption 
are considered criminal offenses.

Smoking in Bank Premises 

CBK is a smoke free environment; smoking in
the Bank’s premises is prohibited.

Employees should strictly abide by this code
and refrain from smoking in Bank’s premises.

Managers should ensure that their subordinates
adhere to this rule.

Disciplinary action will be taken against
employees violating this rule.

Appearance and Dress Code 

Employees must at all times present an image
to the public, befitting the employees working
in a major financial institution  as per internal
regulations regarding the dress code on Thaber

An ID card is a critical part of the CBK dress
code and must be worn at all times while at
work. For security reasons, the ID card should
not be worn outside CBK unless the employee
is attending a training courses, business
meetings or events where a name badge is
required.

Hair should be neat and tidy at all times.

Beards should be short and neatly trimmed.

Tattoos should be covered.

For female employees members, jewelry,
makeup and perfume should be in good taste.

 

 

  

 

 
 .  
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Protection of the Bank/ Customer’s Documents 
and Assets 

 
All employees are responsible for safeguarding 
and protecting the Bank’s documents, tangible 
and intangible assets as well as clients. 
 
All documents and assets may be used as per 
their approved/permitted purposes only. 

All Bank/s information assets must be 
classified and handled as per the bank’s 
information classification policy.  

 
Assets include cash, securities, physical 
property, services, business plans, customer 
and employee information, supplier/distributor 
information, intellectual property (computer 
programs, models and other items) and all other 
personal and confidential information. 

Confidentiality is to be maintained in all cases 
and precautionary measures to be adopted in 
order to protect the interests of the Bank. 

Documentation/ data requiring confidentiality/ 
protection should not be left in public view but 
kept under safe custody. 

Under no circumstances should any 
documents/ equipment of the Bank be taken 
from the Bank premises unless the employee is 
authorized. 

Under no circumstances, an employee may 
utilize documents or information about the 
Bank's condition, which may be available or 
known to them by virtue of their work nature, 
for their personal interests or the interests of 
other related parties. 

Personal Distribution 
 

Employees are not permitted to solicit funds or 
distribute goods or publications for financial 
gain or any other personal purpose, on the 
Bank’s premises. 
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The only exception will be associated with 
internal Bank functions with the approval of the 
related Department/Division Head. 

 
Customers Protection 

 
Employees should, in their transactions with 
customers, take into consideration that these 
transactions shall be processed with fairness, 
equality and honesty, as this approach is part of 
the corporate governance rules within the 
Bank. Employees should also pay further 
attention and special care to limited-income 
and illiterate customers, old people and 
customers with special needs, without 
discrimination on the basis of gender. 
 
The employees should, in their transactions 
with customers, carry out their tasks according 
to the professional behaviors, considering the 
best interests of the Bank and its customers at 
the same time. In the forefront of these 
professional behaviors, the integrity and 
credibility in addition to verification of 
convenience of the products and services 
offered to customers with their potentials, 
capabilities and requirements. 
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